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INTELLIGENT END USER DEVICES FOR
CLEARINGHOUSE SERVICES IN AN
INTERNET TELEPHONY SYSTEM

CROSS REFERENCE TO RELATED
APPLICATION

This application claims priority to U.S. Provisional Appli-
cation No. 60/141,432 filed Jun. 29, 1999.

FIELD OF THE INVENTION

The present invention 1s generally directed to intelligent
end user devices for use with a clearinghouse service in an
Internet telephony system. More specifically described, the
present invention 1s directed to proxy-based, direct commu-
nication, and hybrid proxy/direct model architectures for
clearinghouse services 1n an Internet telephony system sup-
porting communications with intelligent end user devices.

BACKGROUND OF THE INVENTION

Internet telephony clearinghouse services have been
designed and developed for telephony services (voice and
tacsimile) delivered by gateways—devices that bridge Pub-
lic Switched Telephone Network (PSTN) and Internet Pro-
tocol (IP) networks. A typical call scenario i1s supported by
the clearinghouse services architecture 100 of FIG. 1. A
calling party communicates with an origination gateway 113
via a telephone handset 110 connected to the PSTN 105. The
origination gateway 1135 uses clearinghouse services at a
service point 120 coupled to an IP network 1235 to idenftily
and obtain call authorization for one or more termination
gateways 130. The origination gateway 115 can select one of
the 1dentified termination gateways 130 to accept the call
communication from the calling party via the IF network
125. One of the identified termination gateways 130 can
complete the call communication to the called party at the
handset 110" via the PSTN 105.

A key characteristic of this architecture 1s that all access
to the clearinghouse services relies on gateways. Gateway
operators are the sole users of clearinghouse services; exist-
ing services are not visible to, or directly accessible by, end
users.

There 1s a need to extend the clearinghouse architecture to
support intelligent end user devices, such as personal com-
puters, IP phones, cable multimedia terminal adapters, and
residential gateways. A critical factor in such an expansion
1s ensuring that the resulting architecture is interoperable
with existing clearinghouse services. That will give users of
these devices access to existing networks for termination of
their calls, and 1t will provide additional sources of tratlic to
existing networks.

SUMMARY OF THE INVENTION

Three different architectures can accommodate the addi-
tion of intelligent end user devices into clearinghouse ser-
vice networks for an Internet telephony system—proxy-
based services, direct communication, and a hybrid proxy/
direct communication model.

The present invention provides a proxy-based system for
supporting clearinghouse services for a client device 1n an
Internet Protocol (IP) telephony system. The IP telephony
system 1ncludes at least one client device, a proxy system,
such as a proxy server, a service point supporting a clear-
inghouse service and one or more terminating gateways.

10

15

20

25

30

35

40

45

50

55

60

65

2

Each component 1s coupled to an IP network, such as the
global Internet. To 1mitiate a call communication to a called
party, a client application residing at the client device sends
a call set-up request to a proxy server. The call set-up request
typically comprises a called number for the call communi-
cation and user authentication information.

If the client application 1s a valid user of the services
maintained at the proxy server, the proxy server transmits an
authorization request to the clearinghouse service running
on the service point. The authorization request typically
comprises the called number and a call identifier assigned by
the proxy server to the call communication.

If the proxy server i1s a valid user of the clearinghouse
services, the service point transmits an authorization
response to the proxy server via the IP network. The
authorization response typically comprises the identity of
one or more terminating gateways coupled to the IP network
and available to deliver the call communication. This autho-
rization response may also include an authorization token
for each i1dentified terminating gateway.

In response to the authorization response, the proxy server
can select one of the terminating gateways to deliver the call
communication. In turn, the proxy server transmits a call
communication set-up request to the selected terminating
gateway via the IP network. This set-up request typically
comprises the called number, the call i1dentifier, and the
authorization token. If the proxy server is a valid user of the
call delivery services of the selected terminating gateway,
the selected terminating gateway completes call set-up
operations and delivers the call communication to the Public
Switched Telephone Network (PSTN).

The present mvention provides a direct communication
model for supporting clearinghouse services for a client
device 1 an IP telephony system. The IP telephony system
includes at least one client device executing an 1ntelligent
application program, a service point supporting a clearing-
house service and one or more terminating gateways. Each
component 1s coupled to an IP network, such as the global
Internet. The user can mitiate a call via the client device by
entering a telephone number to be called into the client
program. In response, the client program can automatically
initiate a communication with the clearinghouse service
operating at the service point. For example, the client
application can transmit an authorization request for a call
communication to the clearinghouse service. The authoriza-
tion request typically comprises a called number for the call
communication and a call i1dentifier assigned to the call
communication.

I1 the client application 1s a valid user of the clearinghouse
services, the service point transmits an authorization
response to the client application via the IP network. The
authorization response typically comprises (1) the identity of
one or more terminating gateways coupled to the IP network
and available to deliver the call communication and (2) an
authorization token for each identified terminating gateway.
In response, the client application can select one of the
terminating gateways to deliver the call communication.
Based on this selection of a terminating gateway, the client
application prepares a call communication set-up request
and transmits that request to the selected terminating gate-
way via the IP network. The set-up request typically com-
prises the called number, the call identifier, and the autho-
rization token. If the client application i1s a valid user of the
call delivery services of the selected terminating gateway,
the gateway will deliver the call communication via the

PSTN to the called number.
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The present invention provides a hybrid proxy/direct
communication model for supporting clearinghouse services

for a client device mn an IP telephony system. The IP
telephony system includes at least one Web-enabled client
device, a proxy system, such as a proxy server, a service
point supporting a clearinghouse service and one or more
terminating gateways. Each component 1s coupled to an IP
network, such as the global Internet. To mitiate a call
communication, a client application running on the Web-
enabled client device transmits a call set-up request to a
proxy server. The call set-up request typically comprises a
called number for the call communication and user authen-
tication information.

If the client application 1s a valid user of the services
maintained at the proxy server, then the proxy server trans-
mits an authorization request to the clearinghouse service
running on the service point. The authorization request
typically comprises the called number and a call identifier
assigned to the call communication. If the proxy server is a
valid user of the clearinghouse services, the service point
transmits an authorization response to the proxy server via
the IP network. The authorization response typically com-
prises (1) the identity of one or more terminating gateways
coupled to the IP network and available to deliver the call
communication and (2) an authorization token for each
identified terminating gateway.

In response to the authorization response, the proxy server
can route the i1dentity of each terminating gateway and each
authorization token to the client application via the IP
network. In turn, the client application can select one of the
identified terminating gateways to support the completion of
the call communication. Based on this selection of a termi-
nating gateway, the client application sends a call commu-
nication set-up request to the selected terminating gateway
via the IP network. The set-up request typically comprises
the called number, the call identifier, and the authorization
token. If the client application 1s a valid user of the call
delivery services of the selected terminating gateway, the

selected terminating gateway delivers the call communica-
tion to the called number via the PSTN.

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 1s a block diagram illustrating a clearinghouse
service architecture for an Internet telephony system 1nclud-
ing origination and termination gateways coupled to an
Internet Protocol (IP) and the Public Switched Telephone
Network (PSTN).

FIG. 2 1s a block diagram illustrating a proxy-based
architecture for a clearinghouse service i an IP telephony
system constructed in accordance with an exemplary
embodiment of the present invention.

FIG. 3 1s a logical flow chart diagram illustrating the
computer-implemented steps of a proxy-based process for
an IP telephony system in accordance with an exemplary
embodiment of the present invention.

FIG. 4 1s a block diagram 1llustrating a direct communi-
cation architecture for a clearinghouse service mn an IP
telephony system constructed 1n accordance with exemplary
embodiment of the present invention.

FIG. 5 1s a logical flow chart diagram illustrating the
computer-implemented steps of a direct communication
process for a clearinghouse service for an IP telephony
system 1n accordance with exemplary embodiment of the
present mvention.

FIG. 6 1s a block diagram illustrating a hybrid proxy/
direct architecture for a clearinghouse service in an IP
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telephony system constructed 1n accordance with an exem-
plary embodiment of the present invention.

FIG. 7 a logical flow chart diagram illustrating the com-
puter-implemented steps for a hybrid proxy/direct commu-
nication process for a clearinghouse service 1n an IP tele-
phony system 1n accordance with an exemplary embodiment
of the present invention.

(L]

DETAILED DESCRIPTION OF TH.
EXEMPLARY EMBODIMENTS

-

The present ivention provides clearinghouse services
architectures that support the use of intelligent end user
devices, such as personal computers, Internet Protocol (IP)
phones, cable multimedia terminal adapters, and residential
gateways, 1n an Internet telephony system. By the use of the
present invention, a user can operate an intelligent end user
device to access a clearinghouse service on an existing IP
network. This enables the user to communicate a telephony

call over the IP network and via the combination of a
terminating gateway and the Public Switched Telephone
Network (PSTN). The present invention supports three
separate architectures, namely a proxy-based system model,
a direct communication model, and a hybrid proxy/direct
communication model. Each of the clearinghouse architec-
tures will be described 1n more detail below 1n connection
with the illustrations shown 1n FIGS. 2-7.

Proxy-Based Model

End user devices can be incorporated into a clearinghouse
service architecture through proxy systems. Proxy-based
services 1nterpose a proxy system between an end user
device and a terminating gateway. Proxy systems typically
include H.323 gatekeepers, Session Initiation Protocol (SIP)
proxy servers, and proprietary devices.

A proxy-based model 1s fundamentally the same archi-
tecture as the existing phone-to-phone architecture; proxy-
based architectural elements have exact analogs in the
phone-to-phone case:

Phone-to-Phone Proxy-Based End User Devices

end user device

network from end user device
to proxy

Proxy system

Calling party’s telephone
PSTN from calling party
to originating gateway
Originating gateway

The call scenario of FIG. 2 shows a representative
example of proxy-based services in which the proxy system
1s gatekeeper compatible with the H.323 protocol. The
operator of the proxy system 1s equivalent to the operator of
an originating gateway. The key to this model 1s the exis-
tence of appropriate proxy systems. The proxy must inter-
operate with the clearinghouse service and be able to enroll
with a clearinghouse service operator. The proxy must
interoperate with terminating gateways. The proxy should
not employ an mteroperable call signaling protocol; instead,
it must convey authorization tokens in an interoperable
manner. The proxy must intemperate with end user devices.
The protocol between end user devices and the proxy need
not be the same as the protocol between the proxy and
terminating gateways. Although the exemplary example of
FIG. 2 illustrates an H.323 protocol implementation in both
legs, end user devices could use SIP, or even a proprietary
protocol to communicate with the proxy system.

The proxy-based architecture 200 shown 1n FIG. 2 com-
prises an intelligent end-user device, such as the H.323
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terminal 205, for communicating to a a proxy server 210 via
the IP network 220. For the example shown in FIG. 2, the
proxy server 1s implemented as an H.323 protocol-compat-
ible gatekeeper 210 capable of communicating with a ser-
vice point 215 and a terminating gateway, such as the H.323
protocol-compatible gateway 225, via the IP network 220.
Although FIG. 2 shows only a single terminating gateway,
those skilled 1n the art will appreciate that proxy-based
architecture 200 can include multiple terminating gateways
capable of communicating with a proxy server. The service
point 2135 supports clearinghouse services for the Internet
telephony system by providing the proxy server 210 with
both authorization information and a list identifying one or
more terminating gateways for accepting an incoming call
from the user of the terminal 205. Each terminating gateway
225 1s coupled to the PSTN 230 to support the communi-
cation of an mcoming call from the proxy server 210 to a
called party at a telephone handset 235.

The termunal 205 supports the operation of a client
application that 1s configured to commumnicate with the proxy
server 210 via the IP network 220. To mitiate an outgoing
call to a called party, the user can enter the telephone for the
called party at the client application operating on the termi-
nal 205. In response, the terminal 205 transmits call-related
information, including the called number, to the gatekeeper
210. The call-related information can include end-user
authorization information and authentication information to
support a determination of whether the user 1s authorized to
complete an Internet telephony call via the proxy server 210.
The proxy server 210 completes the user validation task and,
based upon validation of the user, transmits an authorization
request to the service point 215 via the IP network 220. This
authorization request nitiates a clearinghouse service opera-
tion by the service point 215. The authorization request
typically includes the called number and a call identifier to
support a secure 1dentification of the proxy server 210 as an
authorized user of the clearinghouse service maintained by
the service point 213.

In response the to authorization request, the service point
215 determines whether the proxy server 210 1s an autho-
rized user of the clearinghouse services. If so, the service
point 215 1dentifies each terminating gateway 225 that can
accept the call to the called party from the calling party at the
terminal 203. In turn, the service point 215 can transmit an
authorization response to the proxy server 210 via IP Net-
work 220. The authorization response typically comprises
the 1denftity of each available terminating gateway and an
authorization token for each identified terminating gateway.
The 1dentity of each terminating gateway 1s typically the IP
address for the gateway.

In response to the authorization response, the proxy server
210 can select an 1dentified terminating gateway 225 and
set-up a call for handling by the selected terminating gate-
way. The set-up operation 1s typically completed by the
proxy server 210 as an H.323 protocol set-up task and
includes a communication comprising the call identifier, the
authorization token for the identified terminating gateway
and the called number. Although the proxy-based architec-
ture shown 1n FIG. 2 1s compatible with the H.323 protocol,
it will be appreciated that the SIP protocol can be used to
support communications by the proxy server 210 with the
service point 215 and each terminating gateway 225.

The proxy server 210 mmitiates the set-up operation by
sending a set-up request to the selected terminating gateway
225. The selected terminating gateway 2235 will process the
set-up information, mcluding the call identifier, the autho-
rization token, and the called number, to determine whether
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to accept completion of the call. The selected terminating
gateway 223 will determine whether the authorization token
1s valid and has been 1ssued by a known and verified
clearinghouse service. In addition, the selected terminating
gateway 225 will determine whether the thorization token
has expired or remains within the time period authorized for
completion of the call. The selected terminating gateway
225 also will determine whether the call number and the call
identifier match the call information contained in the autho-
rization token 1ssued by the clearinghouse service. Based
upon a positive response to this set of queries, the selected
terminating gateway 225 will respond to the set-up commu-
nication by 1ssuing an set-up acknowledgment to the proxy
server 210. The selected terminating gateway 225 will
decline the processing of the call based upon a determination
that the call information forwarded by the proxy server 210
1s 1nvalid.

In response to i1ssuing the set-up acknowledgement, the
terminating gateway 225 will complete the call communi-
cation to the called umber via PSTN 230: When the call 1s
terminated by the called party at the telephone handset 235,
the selected terminating gateway 2235 can report the call
duration to the clearinghouse service operating at the service
pomnt 215 via IP network 220. The service point 215 can
confirm receipt of the call usage information by sending a
confirmation message to the selected terminating gateway
225.

To complete a call i the proxy-based architecture illus-
trated 1n FIG. 2, the chient application operating on the
terminal 205 can accept a called a number from an end-user
and can communicate with a gatekeeper, such as the proxy
server 210, via the IP network 220. The proxy server 210 can
handle all call-related communication with the clearing-
house service maintained at the service point 215 and call
processing operations with a select gateway 225. In essence,
the proxy server 210 operates as a proxy for the client
application at the terminal 205 by supporting all communi-
cations with the service point 2135 and selected gateway 225.

FIG. 3 1s a logical flow chart diagram illustrating the
exemplary steps completed by a proxy-based clearinghouse
service for an Internet telephony system. Turning now to
FIG. 3, the proxy-based process 300 1s mitiated at step 305
in response to the user launching the client application at a
terminal. The client application 1s configured to communi-
cate with a proxy server via the IP network. For example, the
client application can be implemented by the “NET MEET-
ING” software program marketed by Microsolit Corporation
of Redmond, Wash. In step 310, the user can enter into the
client application a telephone number for a party to be called
via the IP network. The user typically enters the called
number mto the client application by completing a form or
a web page presented to the user at the terminal 205.

In step 313, the client application completes a set-up
operation with the proxy server by communicating user
authorization and authentication information to the proxy
server via the IF network. Typical information includes a
password assigned to the end-user, namely the calling party,
and call payment information, such as a calling card number.
The client application 1s preferably programmed to complete
transmission of set-up to the proxy server without manual
assistance by the end-user.

In step 320, represented by the client application, the
proxy server completes an inquiry to determine whether the
calling party 1s a valid user of the calling services at the
proxy server. I the response to the inquiry 1s negative, the
“NO” branch 1s followed from step 320 to step 325 and the
call 1s terminated. Otherwise, the “YES” branch 1s followed
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to step 330. The proxy server transmits i step 330 an
authorization request to a clearinghouse service server, such
as a service point coupled to the IP network. The authori-
zation request typically includes the called number and the
call identifier.

In step 333, the clearinghouse service server responds to
the authorization request by completing a determination of
whether the proxy server 1s valid and authorized to access
the clearinghouse services maintained at the service point. I
the proxy server 1s not authorized to access the services, the
call 1s terminated at step 340. A positive response to the
inquiry 1n step 335 results in the clearinghouse service
server transmitting an authorization response to the proxy
server 1n step 345. The authorization response typically
includes an 1dentity of one or more terminating gateways to
handle the call from the end-user. In addition, the authori-
zation response can include an authorization token for each
identified terminating gateway.

The clearinghouse service server supports clearinghouse
services for an Internet telephony system and 1s further
described 1 a pending U.S. patent application assigned to
the assignee of the present application, Ser. No. 09/154,564
entitled “Internet Telephone Call Reporting Engine” filed on
Sep. 16, 1998. The subject matter of the *564 application 1s
hereby fully incorporated within by reference.

In step 350, the proxy server selects one of the identified
terminating gateways and completes a set-up operation with
a selected terminating gateway. The set-up request 1ssued by
the proxy server typically comprises a call identifier, an
authorization token for the selected terminating gateway,
and the called number. The set-up communications between
the proxy server and the selected terminating gateway can be
compatible with the H.323 protocol, the SIP protocol, or
other known protocols.

In step 355, the selected terminating gateway responds to
the set-up request by completing a set-up operation to
determine whether the proxy server 1s valid and has proper
access to the services maintained by the terminating gate-
way. For example, the terminating gateway determines
whether the authorization token has been 1ssued by a known
and valid clearinghouse service and 1s within the expiration
period for a call communication. In addition, the selected
terminated gateway can compare the called number and the
call identifier to information maintained in the authorization
token to determine whether the call-related information 1s
valid. If the response to the inquiry 1n step 355 1s negative,
the “NO” branch 1s followed to 360 and the call i1s not
accepted by the selected terminating gateway. I, on the
other hand, the response to the mquiry in step 355 is
positive, the “YES” branch 1s followed to step 365 and the
terminating gateway 1ssues a set-up acknowledgement to the
proxy server. The selected terminating gateway also pro-
cesses the call to the called number via the PSTN {for
communication to the called party.

In step 370, the selected terminating gateway determines
whether the call has been terminated by a called or calling
party. If the response to the inquiry 1n step 370 1s negative,
the “NO” branch loops back to step 370 to mitiate the
monitoring task again. If call service has been terminated,
“YES” branch 1s followed from step 370 to step 3735. The
selected terminating gateway in step 375 reports the call
duration to the clearinghouse service server via the IP
network. In response, the clearinghouse service server trans-
mits 1n step 780 a call termination confirmation to the
selected terminating gateway via the IP network. This sup-
ports the proper invoicing of a party responsible for payment
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of the call service supported by the proxy-based architecture
for a clearinghouse service in an Internet telephony network.

Direct Communication Model

The direct communication model eliminates the need for
a proxy system by enabling end user devices to communi-
cate directly with terminating gateways. In eflect, the end
user device acts as the combination of an originating gate-
way and calling user’s telephone.

The direct communication model requires that end user
devices themselves are interoperable with the clearinghouse
services (and with terminating gateways). End user devices
must be able to enroll with a clearinghouse service.
Although this requirement 1s feasible for end user devices
based on personal computer platforms, it may be problem-
atic for other devices. Simple clients (such as PDAs, for
example), however, may not have the processing power to
cihiciently implement the cryptographic components of a
clearinghouse service.

Unlike proxy-based services, the direct communication
model results in end users becoming customers of clearing-
house services. The sales, marketing, and support 1ssues of
this approach may be accommodated through a third-party
sales agent. Other aspects are more fundamental, however,
as this model can signmificantly increase both the number of
customers and the number of enrolled devices, while at the
same time reducing the average transaction volume per
customer and per device.

FIG. 4 illustrates the direct communication architecture
for a clearinghouse service i an Internet telephony system
constructed in accordance with an exemplary embodiment
of the present invention. Turning now to FIG. 4, an end user
device 405 can communicate directly with a clearinghouse
service maintained at a service point 410 via an IP network
415. In response to call-related information provided by the
service point 410, the end user device 405 can communicate
with an 1dentified gateway 420 to support the communica-
tion of a telephony call via the IP network 415. If the
terminating gateway determines that the calling party at the
end user device 405 1s a valid user of its call handling
services, the gateway 420 can commumnicate the call to the
called party at a telephone handset 430 via the PSTN 425.

For the direct communication architecture shown 1n FIG.
4, the end user device 405 operates in a manner similar to a
source gateway of a conventional Internet telephony system.
For example, the application program operating on the
device 405 can accept a telephone number to be called and
issues an authorization request to the service point 410 to
initiate clearinghouse service operations. This authorization
request typically comprises both the called number and a
call identifier to support a verification of the end user by the
clearinghouse service. If the clearinghouse service deter-
mines that the device 405 1s authorized to access 1ts services,
the service point 410 can transmit an authorization response
to the client program at the device 405 via the IP network.
The authorization response typically comprises an identity
of one or more available terminating gateways and an
authorization token for each identified terminating gateway.
The client program operating at the device 405 can select
a terminating gateway for handling the call and 1ssues a
set-up request to that selected gateway via the IP network
415. This set-up request and the corresponding response by
the selected terminating gateway can be implemented by the
H.323 protocol or the SIP protocol. If the selected termi-
nating gateway 420 determines that the application program
at the device 405 1s an authorized user of its services, the
terminating gateway will 1ssue a set-up acknowledgment
message to the device 405 via the IP network 415. In turn,
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the selected terminating gateway 420 can communicate the
call to the called party at the telephone handset 430 via the
PSTN 425.

FIG. 5 15 a logical flow chart diagram 1llustrating a direct
communication process for a clearinghouse service n an
Internet telephony network 1n accordance with an exemplary
embodiment of the present invention. Turning now to FIG.
5, a direct communication process 500 1s initiated at step 5035
in response to launching a client application at an end user
device coupled to the IP network. The calling party can enter
a called number into the client application at step 510. The
user typically accomplishes the entry of the number to be
called by entering a telephone number into a form or Web
page presented by the client application at the end user
device. In response to entry of the called number, the client
application can send an authorization request to a clearing-
house service server operating as a service point on the IP
network. The authorization request typically comprises the
called number and a call identifier to support a determination
by the clearinghouse service of whether the client applica-
tion 1s authorized to access its services.

An mquiry 1s conducted by the clearinghouse service
server 1n step 320 to determine whether the client applica-
tion 1s valid and authorized to access the clearinghouse
services. If the response to this inquiry i1s negative, the “NO”
branch 1s followed from step 520 to step 525. The call
service 1s terminated by the clearinghouse service server in
step 525. I, on the other hand, the response to the inquiry
in step 520 1s positive, the “YES” branch 1s followed from
step 520 to step 530. The clearinghouse service server
transmits an authorization response 1n step 530 to the client
application residing at the end user device via the IP
network. The authorization response typically includes an
identification of one or more available terminating gateways
and an authorization token for each terminating gateway.

In response to the authorization response, the client appli-
cation can select one of the identified terminating gateways
to process the call on behalf of the end user. The client
application completes the selection of the terminating gate-
way 1n step 335 based upon the list of available terminating,
gateways 1dentified by the clearinghouse service server. The
client application also 1ssues 1n step 533 a set-up request to
the selected terminating gateway to initiate the call process-
ing operation. The set-up request can be formatted as an
H.323-compatible or a SIP request. The set-up request
typically comprises the call identifier, the authorization
token for the selected terminating gateway and the called
number.

In step 540, the selected terminating gateway determines
whether the client application 1s valid and authorized to
access 1ts call handling services. The validation process
typically includes a determination of whether the authori-
zation token has been i1ssued by a known and valid clear-
inghouse service and whether the authorization token 1is
within the expiration period. In addition, the terminating
gateway can complete a comparison of the called number
and the call ID to the authorization token to determine
whether the call-related information matches content
encoded within the authorization token. If the response to
the inquiry in step 340 1s negative, the “NO” branch 1s
tollowed to step 545 and the terminating gateway terminates
all call-related operations. If, on the other hand, the response
to the nquiry in step 540 i1s positive, the terminating
gateway can imtiate a call to the called number via the PSTN
in step 550.

In step 5535, the selected terminating gateway conducts a
monitoring operation to determine whether the call has been
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terminated by one of the parties to the call. If not, the “NO”
branch 1s followed from step 355 to step 550 to begin the
monitoring process anew. If the call has been terminated, the
“YES” branch 1s followed from step 555 to step 560. The
selected terminating gateway reports the call duration to the
clearinghouse service server in step 360. The clearinghouse
service server can confirm termination of the call by sending
a usage confirmation message to the selected terminating
gateway via the IP network.

Hybrid Proxy/Direct Communication Model

A third architectural model for end user devices combines
aspects from both proxy-based and direct communications
approaches. This hybrid model relies on a proxy system, but
allows the end user device to contact terminating gateways
directly.

FIG. 6 1llustrates how a web-based application can take
advantage of the hybrid model. The application program
running on the end user device (which, can be implemented
as a Java or ActiveX applet implementing the Session
Initiation Protocol) imitiates the call by contacting a web
server. The web server, acting as a proxy, periforms the
authorization exchange with a clearinghouse service point. It
passes the resulting call routing information, along with the
authorization token, back to the applet at the end user’s
device. The end user’s PC or web-enabled device contacts
the terminating gateway directly.

Because the end user receives routing and authorization
from a web server, the end user 1s forced to visit the web site
for each call. As a tool for enhancing “stickiness,” the entire
application may be positioned as a service for web sites
(especially portals) more than for end users. Also, effective
integration with other features of the web site (e.g. contact
managers) may allow convenience to overcome some of the
objections based on the relatively poor quality of the per-
sonal computer multimedia experience.

The requirements for a hybnid architecture include the
existence of appropriate interoperable proxies (e.g., devices
that can communicate with clients and with clearinghouse
services) and end user devices that are directly interoperable
with terminating gateways. It may also be the case 1n this
approach that the proxy server cannot return an accurate
usage report. If that 1s true, then the clearinghouse service
operator must rely strictly on the terminating gateway’s
usage details.

FIG. 6 1s a block diagram illustrating the exemplary
architecture for a hybrid proxy/direct communication archi-
tecture for a clearinghouse service 1n an Internet telephony
system. Turning now to FIG. 6, the hybrid proxy/direct
communication architecture includes aspects of the proxy
server model 1llustrated 1n FIG. 2 and the direct communi-
cation model illustrated 1n FIG. 4. For the hybnd proxy/
direct communication architecture 600, a web-enabled
device 605, a web server 610, a service point 615 and one
or more terminating gateways 625 are coupled to an IP
network 620.

The web-enabled device 6035 can nitiate a call by trans-
mitting a call request to the web server 610. In response, the
web server 610 completes call authorization tasks with the
service point 6135 via the IP network 620. The service point
615 maintains the clearinghouse service and 1s responsible
for 1dentifying available terminating gateways to accept an

incoming call and to authorize call operations supported by
the web browser 610 and the web-enabled device 605. For

a verified call communication, the web server 610 can
respond to the authorization response 1ssued by the service
point 615 by transmaitting call routing the information and an
authorization token to the web-enabled device 605. The
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web-enabled device 605 can complete call set-up operations
with an i1dentified terminating gateway 625 wvia the IP
network 620. In response to the completion of set-up opera-
tions, the selected terminating gateway 625 can process the
call for delivery to the called party at the telephone handset
635 via the PSTN 630.

FIG. 7 1s a logical flow chart diagram illustrating the
exemplary tasks of a hybrid proxy/direct communication
process for a clearinghouse service in an Internet telephony
system. Turning now to the exemplary task of the hybnd
proxy/direct communication process 700, a calling party can
log 1into a proxy server via a web-enabled device. The proxy
server 1s typically implemented by a Web server coupled to
the IP network. In step 710, inquiry 1s conducted by the
proxy server to determine whether the user of the web-
enabled device 1s authorized to access the call-related ser-
vices maintained at the proxy server. If the response to this
inquiry 1s negative, the “NO” branch 1s followed from step
710 to step 715 and the process 1s terminated. If the user 1s
authorized to access services at the proxy server, the “YES”
branch 1s followed from step 710 to step 720. The proxy
server creates 1 step 720 an authorization request based
upon a telephone number to be called and a call identifier.
The called number 1s supplied by the calling party during the
log-1n task completed 1n step 705.

In step 723, the proxy server transmits the authorization
request to the clearinghouse service server. The clearing-
house service server responds in step 730 by determining
whether the proxy server 1s valid and authorized to access
the clearinghouse services maintained by the service point.
The authorization request 1ssued in step 720 by the proxy
server 1s the first indication received by the clearinghouse
service that a party desires to initiate a call via the IP
network. Consequently, there 1s a need at the service point
to securely 1dentily the proxy server as a valid user of the
clearinghouse services for processing the call-related infor-
mation provided by the proxy server. I the clearinghouse
service cannot verily that the proxy server 1s a valid user of
its services, the call 1s terminated at step 7335. If the response
to the mquiry in step 730 1s positive, the clearinghouse
service server transmits to the proxy server in step 740 the
identity of one or more available terminating gateways and
an authorization token for each identified gateway. This
authorization response typically comprises a list of IP
addresses for the available terminating gateways and an
authorization token for processing each identified terminat-
ing gateway.

In step 745, the proxy server launches a client application
at the web-enabled device. The Web server can accomplish
the launching of the client application by dynamically
constructing a Web page to launch the client. For example,
the “Call to: URL” command can be used to create a link to
a selected terminating gateway. The “Call to: URL” com-
mand can be used with Microsoit’s “NET MEETING”
protocol to create the link and to provide the authorization
token and the call identifier to the client application. The
user at the Web-enabled device can launch the client appli-
cation by “clicking” or otherwise selecting the link to the
selected terminating gateway.

In step 750, the client application at the web-enabled
device can complete call set-up operations with the identi-
fied terminating gateway. The typical H.323 set-up operation
includes the transmission of a call identifier, an authorization
token, and a called number to the selected terminating
gateway via the IP network. This set-up request can be
formatted to comply with the H.323 protocol or the SIP
protocol.
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In step 7353, the selected terminating gateway conducts an
inquiry to determine whether the set-up request 1ssued by the
client application represents a valid call service request. The
terminating gateway typically validates the client applica-
tion by determining whether the authorization token has
been 1ssued by a known and valid clearinghouse service and
1s within the expiration period. In addition, the selected
terminating gateway can compare the called number and the
call identifier to information encoded within the authoriza-
tion token to determine whether a match exists for a valid
client application. If the response to the inquiry 1n step 755
1s negative, the “NO” branch 1s followed from step 7535 to
step 760 and the call 1s terminated. If the selected terminat-
ing gateway verifies that the call service request has been
issued by a valid client application, the “YES” branch 1s
followed to step 765.

In step 765, the selected terminating gateway completes
the call to the called number via the PSTN.

In step 770, the selected terminating gateway monitors the
completed call to determine whether a call service has been
terminated by a party to the call. If the response to this
monitoring task is negative, the “NO” loop 1s followed back
to step 770 to continue monitoring operations. If, on the
other hand, the call has been terminated, the selected ter-
minating gateway can report the call duration to the clear-
inghouse service server via the IP network in step 775. In
turn, the clearinghouse service server, can transmit a call
termination confirmation in step 780 to the selected termi-
nating gateway.

In view of the foregoing, 1t will be understood that the
present invention provides clearinghouse services architec-
tures that support the use of end user devices, such as
personal computers, IP phones, cable multimedia terminal
adapters, and residential gateways, in an Internet telephony
system. A user can operate an “intelligent” end user device.
1.€., a device running a client program with knowledge of the
architecture particulars, to access a clearinghouse service on
an IP network. This enables the user to communicate a
telephony call over the IP network and via the combination
of a terminating gateway identified by the clearinghouse
service and the PSTN. Significantly, the use of an intelligent
end user device means that the user does not require direct
access to architecture information necessary to communi-
cate with the clearinghouse service; this information 1is
maintained at the client application or a proxy. In addition,
the present mvention includes the forwarding of an autho-
rization token to a selected terminating gateway by either a
client application or a proxy. This authorization token pro-
vides an advantageous method for securely verifying that the
contacting entity 1s a valid user of the clearinghouse service.
The present invention supports three mmnovative architec-
tures, namely a proxy-based system model, a direct com-
munication model, and a hybrid proxy/direct communica-
tion model.

We claim:

1. A computer-implemented method for providing clear-
inghouse services to a client device in an Internet Protocol
(IP) communication system, comprising the steps of:

transmitting a request from a computer to a clearinghouse

service, the clearinghouse service being accessible by
the computer;

transmitting a response from the clearinghouse service to

the computer, the response comprising the identity of at
least one terminating gateway available to complete the
I[P communication session, and an electronic token
generated by the clearinghouse service for each 1den-
tified terminating gateway, each terminating gateway
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operating independently such that the computer may
gain access to a terminating gateway with the electronic
token; and

selecting a terminating gateway with the computer to

complete the IP communication session.

2. The method of claim 1, wherein the computer com-
Prises a Server.

3. The method of claim 2, wherein the computer com-
prises a proxy server.

4. The method of claim 1, wherein the IP communication
session comprises a IP telephony communication session.

5. The method of claim 1, wherein the token comprises an
authorization token.

6. The method of claim 1, further comprising transmitting
an IP communication session set-up request for an IP
telephony communication session to the computer.

7. The method of claim 6, wheremn transmitting an IP
communication session set-up request for the IP telephony
communication session to the computer further comprises
transmitting the set-up request from a client application
operating on the client device, the client device and the
computer coupled to an IP network.

8. The method of claim 1, further comprising running the
clearinghouse service on a service point coupled to an IP
network.

9. The method of claim 8, further comprising generating,
an authorization response with the clearinghouse service
running on the service point.

10. The method of claim 1, wherein transmitting the
response irom the clearinghouse service further comprises
transmitting the response from a service point to the com-
puter via an IP network.

11. The method of claim 1, further comprising establish-
ing the IP communication session via the selected terminat-
ing gateway with the Public Switched Telephone Network
(PSTN).

12. The method of claim 1, further comprising receiving
user authentication information, wherein the user authenti-
cation information comprises a pass-word.

13. The method of claim 1, further comprising receiving
user authentication information, wherein the user authenti-
cation information comprises payment information.
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14. The method of claim 1, further comprising terminat-
ing the IP communication session set-up request 1f the client
application 1s not a valid user of the services maintained at
the computer.

15. The method of claim 1, further comprising determin-
ing 1t the computer 1s a valid user of the call delivery
services ol the selected terminating gateway and determin-
ing 1f an authorization token has been 1ssued by a known and
valid clearinghouse service.

16. A system for providing clearinghouse services to a
client device, comprising:

an IP network;

a computer;

a service point;

one or more gateways;

a Public Switched Telephone Network (PSTN); and

a client device for transmitting a request to a clearing-
house service, the clearinghouse service being acces-
sible by the computer; the service point operable for
generating and transmitting a response to the computer,
the response comprising the identity of at least one
terminating gateway coupled to the IP network and
available to complete an IP communication session,
and an electronic token generated by the clearinghouse
service for each identified terminating gateway, each
terminating gateway operating independently such that
the computer may gain access to a terminating gateway
with the electronic token.

17. The system of claim 16, wherein the computer com-
Prises a Server.

18. The system of claim 17, wherein the computer com-
prises a proxy server.

19. The system of claim 18, wherein the client device 1s
operable for transmitting an IP telephony communication
session set-up request to the proxy server.

20. The system of claim 19, wherein the client device and
the proxy server are coupled to the IP network, wherein the
IP network comprises a IP telephony network.
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